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MARINA DI LOANO

(Extensive) information on the processing of personal data carried out by video surveillance systems

Pursuant to Article 13 of Regulation (EU) 2016/679 on the protection of natural persons with regard to the processing of personal
data and on the free movement of such data (hereinafter also referred to as the ‘Regulation’), we hereby inform you that the
premises and/or areas in Loano, Lungomare Nazario Sauro, 12, are subject to video surveillance. The data controller is the company
Marina di Loano Spa (hereinafter referred to as the ‘Company’), with registered office in Loano (SV), Lungomare Nazario Sauro, n.
12, CAP [Postcode] 17025, Italy.
Video surveillance activities include the processing of images and video footage of Visitors accessing the premises or passing
through the area where the systems are installed.
This purpose of this processing is solely:

1) to protect the Customers' property

2) to ensure the safety of the premises and individuals

3) to pursue, if necessary, the legal protection of rights.
The processing of data for the above-mentioned purposes is therefore necessary to pursue the legitimate interests of the Company
and is carried out in accordance with the measures and precautions specified in this regard by the Data Protection Authority.
The equipment records the footage taken, and stores it for a period of no more than five days from the time of recording.
Personal data are processed by automated means and after appropriate security measures have been taken. Only employees of the
Company appointed as Data Processors can access the personal data; the personnel of the supplier companies assigned to perform
maintenance, security and concierge activities, insofar as it is strictly necessary for the provision of services, are authorised to view
the images and perform maintenance activities. The Data Processors perform the aforementioned operations with the
authorisation of the Controller or Data Controller and when duly instructed to do so. Access procedures are supervised by a Video
Surveillance Officer, or his/her delegate.
Personal data may be disclosed to external providers if the latter are commissioned to carry out security, concierge and facility
maintenance activities.
In such cases, the processing is entrusted subject to the adoption of a Data Processing Agreement with the aforementioned
suppliers, as processors of the said data, in order to ensure compliance with the principles laid down in the data protection
legislation, and to guarantee maximum protection of the rights of the Data Subjects.
Where required or necessary for the above-mentioned purposes, the data may be communicated to judicial authorities and judicial
police, as well as to external professionals (e.g. lawyers) who may be entrusted with the judicial protection of the Company's rights.
The privacy regulation (Articles 15-22 of the Regulation) states that the data subject is entitled to:

i obtain confirmation of the processing, have access at any time to the personal data relating to him/her, be informed of
the purposes of the processing, the categories of data involved and the recipients of the communication, the origin of the
data and the retention periods;

ii. have his/her data rectified and/or supplemented if inaccurate or incomplete;

iii. have his/her data deleted if unlawfully processed or retained beyond the prescribed periods;

iv. object to processing on grounds relating to his/her particular situation;

V. restrict the processing, i.e. to require the data controller to carry out operations solely for the purpose of preserving the
data, if this appears indispensable for the judicial protection of a right of the data subject, if the latter proposes a request
for rectification or opposition.

The ‘Data Protection Officer’ is at your disposal to assist with the exercise of your rights, as laid down in the data protection
legislation, and to clarify any doubts or questions you may have as well as to provide an updated list of the categories of data
recipients: the Data Protection Officer may be contacted at the Company's registered office by sending an e-mail to
privacy@marinadiloano.it. Your right to lodge a complaint with the Italian authority, the Privacy Guarantor, where deemed
necessary for the protection of your personal data and your related rights, remains unaffected.
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